D fference bet ween RPvl and RP v2
1) Qassfu & Qassless routing

A assful rouwting: Routing Pratocd that do nat send subnet naskinfor nation when aroute
updateis sent out. Al devicesinthe net work must use the sane subnet nask

Eg: RP MV

Q assless rouwting: Routing that sends subnet nask infor nationinthe routing updates. @ assless
routing allows VLS M( Variable Length Subnet Maski ng)

Eg: RP W2

Routi ng Infor mation Protocd \ersion 1 (Rl Pvl)

 RIPvlis a Dstance- \ector Routing pratocal.

* RIPvlis a (Qassful routing protocol. (assful routing protocols support only the net wor ks
which are nat subnetted A assful routing pratocals do nat send subnet nask infor mation wth
their routing updates. Inother words, if you have a subnetted net work in your R Pv1 routing
domain RPvl wll announce that net workto a her as unsubnetted net wor k.

* RIPv1 does nat support VLS M(Variable Length Subnet Mski ng).

* RPvl support naxi mum netric (hop count) value of 15 Any router farther than 15 hops away
is consi dered as unreachabl e.

* RIPv1 send rouwting updates periodically every 30 seconds as broadcasts using destination I P
address as li nited broadcast | P adddress 255, 255.255. 255. S nce the updates are sent usingthe
destination I P address of li nited broadcast I1P adddress 255. 255. 255. 255, every router needto
process the routing update nmessages (whet her they are running R Pvl or not).

* RIPv1 does nat support aut hentication of update messages (plain-text or MD5).

Routi ng Infor mation Protocd \ersion 2 (Rl Pv2)

RIPv2isa Hybrid Routing Pratoca. A Hybrid Routing Pratocd is basically a Dstance- \ect or
protoca which somne characteristics of Link Sate routing pratocals.

RIPv2is dassless routing, which allows us to use subnetted net works also R Pv2 has the option
for sending net work nask inthe update to alowclassless routing

* RIPv2 support VLS M(Variable Length Subnet Maski ng).



http://www.omnisecu.com/cisco-certified-network-associate-ccna/introduction-to-distance-vector-routing-protocols.php
http://www.omnisecu.com/tcpip/variable-length-subnet-masking-vlsm.php
http://www.omnisecu.com/cisco-certified-network-associate-ccna/what-is-routing-metric-value.php
http://www.omnisecu.com/cisco-certified-network-associate-ccna/unicast-multicast-broadcast.php
http://www.omnisecu.com/tcpip/internet-layer-ip-addresses.php
http://www.omnisecu.com/tcpip/internet-layer-ip-addresses.php
http://www.omnisecu.com/cisco-certified-network-associate-ccna/introduction-to-hybrid-routing-protocols.php
http://www.omnisecu.com/cisco-certified-network-associate-ccna/introduction-to-hybrid-routing-protocols.php
http://www.omnisecu.com/cisco-certified-network-associate-ccna/introduction-to-distance-vector-routing-protocols.php
http://www.omnisecu.com/cisco-certified-network-associate-ccna/introduction-to-distance-vector-routing-protocols.php
http://www.omnisecu.com/cisco-certified-network-associate-ccna/introduction-to-link-state-routing-protocols.php
http://www.omnisecu.com/tcpip/variable-length-subnet-masking-vlsm.php

* RIPv2 support nmaxi num netric (hop court) value of 15 Any router farther than 15 hops away
is consi dered as unreachabl e.

* RIPv2 supports tri ggered updates.

* RIPv2 routing updates are sent as Milticast traffic a destination rulticast address of 224.0.0.9,
Multicast updates reduce the net work traffic. The Multicast routing updates aso helpsin

reduci ng routi ng update message processing overhead inrouters which are nat running R Pv2
Onlythe rouers running Rl Pv2 jantothe multicast group 224.0.0.9 Qher routers which are not
running R Pv2 can si nply filter the routing update packet a Layer 2

* RIPv2 support authentication of R Pv2 update messages (plaintext o MD5). Aut hentication
hel ps in confir mng that the updates are com ng fromaut hori zed sour ces.
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